FortiGuard SOC as a Service

The Benefits

**Offload 24x7 Monitoring**
- Offload monitoring your network to Fortinet’s SOC 24×7
- Save time dealing with overwhelming alerts and false positives

**Maximize Investments with Expert Insights**
- Gain expert insights into log data and misconfigured security controls
- Receive real time incident alerting with response recommendations

**Simplify Operations**
- Provide a turnkey solution with predictable cost for security operations
- Reduce operational complexity

Fortinet Managed SOCaaS

Take advantage of Fortinet’s turn-key Security Operations Center as a service, SOCaaS. A simple FortiGate add-on offering that is designed to help you fast-track your SOC to prepare, maintain, and respond by providing continuous Cyber Awareness and Control of your Fortinet Security Fabric network.

Top Benefits

- Experience SOC 2 Type II network monitoring services without building your own or augmenting any existing
- Work alongside Fortinet’s global SOC team for alert assessment and mitigation recommendations in minutes
- Realize quick solution adoption, time to value, and the full breadth of capabilities
- Attain strengthened security posture with fast and accurate 24×7×365 detection and recommendations using global experts and advanced automated SecOps technologies
Let Fortinet monitor and investigate FortiGate alerts and notifications 24x7, only notifying you when something is important and needs attention.

Fortinet security experts will notify teams in as little as 15 minutes and provide insights into what happened, why it happened, and what steps to take to remediate the incident.

SOCaaS includes a cloud-based portal with intuitive dashboards, on-demand reports, and quarterly meetings with Fortinet security experts which allows users to drill into incidents, report up the chain, improve their security posture, and reduce alert noise.
Benefits

**Time Savings**

- Supplement FortiGate log and alert monitoring and triage with Fortinet security experts
- Reduce employee burnout and recapture critical work cycles
- Complete 24 x 7 global coverage with live human experts

**Prompt Action**

- Escalate confirmed issues in as little as 15 minutes
- Receive step-by-step instruction on:
  - What occurred
  - Why it happened
  - Impact
  - Remediation
- Get live support for any questions

**Maximized Investment**

- Highlight areas of improvement and progress with fully customizable out-of-the-box reporting
- Join quarterly meetings with Fortinet to discuss events, hardening tips, and overall improvement

Ordering Information

Note that SOCaaS is a simple add-on to any FortiGate model — hardware or virtual. Logs may be forwarded directly to SOCaaS, but are typically forwarded from the attached FortiAnalyzer (cloud, virtual, or hardware).

<table>
<thead>
<tr>
<th>Solution Bundle</th>
<th>FortiGuard SOCaaS</th>
</tr>
</thead>
<tbody>
<tr>
<td>SOCaaS</td>
<td>FC-10-[FortiGate Model]-464-02-DD</td>
</tr>
</tbody>
</table>

**Fortinet Corporate Social Responsibility Policy**

Fortinet is committed to driving progress and sustainability for all through cybersecurity, with respect for human rights and ethical business practices, making possible a digital world you can always trust. You represent and warrant to Fortinet that you will not use Fortinet's products and services to engage in, or support in any way, violations or abuses of human rights, including those involving illegal censorship, surveillance, detention, or excessive use of force. Users of Fortinet products are required to comply with the Fortinet EULA and report any suspected violations of the EULA via the procedures outlined in the Fortinet Whistleblower Policy.