FortiWeb Cloud™
Cloud-based Web Application Firewall as a Service

FortiWeb Cloud is a cloud-based web application firewall (WAF) that protects hosted web applications from attacks that target exploits. When deployed in front of applications, FortiWeb Cloud uses multiple protection techniques to quickly and accurately mitigate threats while allowing normal traffic to proceed.

A Streamlined WAF that’s Easy to Deploy and Manage
Sometimes a dedicated WAF is too much, requires too much time to manage, or isn’t suited to a particular application. Although a traditional web application firewall offers comprehensive protection from known and zero-day threats, it can take time to deploy it into a network. It also may take additional time to fine tune it to ensure that normal traffic flows smoothly and isn’t flagged as a false positive threat.

You may need to quickly protect an application until it’s rolled under a WAF in the production environment. Perhaps you have smaller short-lived applications that will take too long to configure in an existing WAF. You may have not have a WAF, but need to protect a web-based application without resorting to a complex hardware installation in your network. In the case of web applications that are hosted in the cloud, you may not want to set up a WAF in an unfamiliar environment.

A hosted, cloud-based WAF like FortiWeb Cloud can easily accommodate any web-based application for any length of time you need and can even be a safe, permanent solution depending on the needs of your organization. You choose how many sites you want to protect and the traffic bandwidth you need to create a custom service that can grow with your organization.

Highlights
- 100% Cloud-based WAF as a Service
- Helps protect against OWASP Top 10
- Flexible and rapid deployment
- Advanced analytics and reporting
- Fine tuning for exceptions
- Secured by FortiGuard Labs
**HIGHLIGHTS**

**Web Application Threat Protection**

It’s as simple as pointing your web-based application URL to FortiWeb Cloud and you’re protected from threats such as cross-site scripting, cross-site request forgery, denial-of-service, brute-force attacks, and SQL injection. FortiWeb Cloud uses IP Reputation, IP Geolocation, IP Access Rules, HTTP RFC compliance, and application attack signatures to help defend against the OWASP Top 10 web application attack types.

**Simplified Management and Advanced Reporting**

Although you get many of the protections of a full-fledged WAF, you almost don’t have to do anything to manage FortiWeb Cloud. Fine tuning tools are available to create exceptions if needed, but that’s about it for regular maintenance. If you do need more information on how your applications are being protected, FortiWeb Cloud offers a comprehensive suite of reporting tools and dashboards to quickly give you the answers and insights you need.

**Secured by FortiGuard Labs**

Fortinet’s Award-winning FortiGuard Labs is the backbone for FortiWeb Cloud signatures and IP Reputation. As long as you’re an active FortiWeb Cloud subscriber you automatically have the latest protections and updates without having to do anything further.
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**ORDER INFORMATION**

<table>
<thead>
<tr>
<th>Product</th>
<th>SKU</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>FortiWeb Cloud — 5 Mbps</td>
<td>FC1-10-WBCLD-604-02-DD</td>
<td>FortiWeb Cloud — 5 Mbps average throughput — annual subscription.</td>
</tr>
<tr>
<td>FortiWeb Cloud — 50 Mbps</td>
<td>FC4-10-WBCLD-604-02-DD</td>
<td>FortiWeb Cloud — 50 Mbps average throughput — annual subscription.</td>
</tr>
<tr>
<td>FortiWeb Cloud — 100 Mbps</td>
<td>FC5-10-WBCLD-604-02-DD</td>
<td>FortiWeb Cloud — 100 Mbps average throughput — annual subscription.</td>
</tr>
<tr>
<td>FortiWeb Cloud — 500 Mbps</td>
<td>FC6-10-WBCLD-604-02-DD</td>
<td>FortiWeb Cloud — 500 Mbps average throughput — annual subscription.</td>
</tr>
<tr>
<td>FortiWeb Cloud — 1 Site</td>
<td>FC1-10-WBCLD-605-02-DD</td>
<td>FortiWeb Cloud — additional 1 website — annual subscription.</td>
</tr>
<tr>
<td>FortiWeb Cloud — 5 Sites</td>
<td>FC2-10-WBCLD-605-02-DD</td>
<td>FortiWeb Cloud — additional 5 websites — annual subscription.</td>
</tr>
<tr>
<td>FortiWeb Cloud — 10 Sites</td>
<td>FC3-10-WBCLD-605-02-DD</td>
<td>FortiWeb Cloud — additional 10 websites — annual subscription.</td>
</tr>
</tbody>
</table>
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