**NOTE**
At the completion of testing, NSS notified the vendors whose products failed to properly handle evasions. The following vendors developed fixes, which NSS has subsequently verified address the identified issues:

- Barracuda Networks
- Check Point Software Technologies
- Palo Alto Networks
- SonicWall

For more information please see the individual product Test Reports, or contact NSS Labs.

**PRODUCTS TESTED**

- Barracuda NextGen Firewall F600.E20 Firmware v7.0.2
- Check Point Software Technologies 15600 Next Generation Threat Prevention (NGTP) Appliance R77.20
- Cisco Firepower 4110 v6.1.0.1
- Forcepoint NGFW 3301 Appliance v6.1.2
- Fortinet FortiGate 600D FortiOS v5.4.4 GA Build 1117
- Fortinet FortiGate 3200D FortiOS v5.4.4 GA Build 1117
- Juniper Networks SRX 4200 v15.1X49-D75.5
- Palo Alto Networks PA-5250 PAN-OS 8.0.0
- SonicWall NSA 6600 SonicOS 6.2
- Sophos XG-750 Firewall v16.01
- WatchGuard Firebox M4600 v11.10.7
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