NSS Labs was unable to measure the effectiveness and determine the suitability of advanced endpoint protection products from three noteworthy vendors and therefore cautions against their deployment without a comprehensive evaluation.

NSS Labs was unable to test the Microsoft Advanced Threat Protection (ATP) product because a centralized management console that integrates Windows 7 endpoints was not available.

PROCESSES TESTED

- Bitdefender GravityZone Ultra v6.6.7.106
- Carbon Black CB Defense 3.2.10105
- Check Point Software Technologies Check Point SandBlast Agent Next Generation AV E80.82.1
- Cisco Advanced Malware Protection (AMP) for Endpoints 6.2.3.10807
- Comodo Client Security 10.8.0.7053
- Cylance CylancePROTECT + CylanceOPTICS v2.0.1500
- Endgame Endpoint Security v3.3
- enSilo Endpoint Security Platform v3.0
- F-Secure Computer Protection Premium v18.14

- Fortinet FortiClient v6.0.3
- Kaspersky Lab Kaspersky Endpoint Security v11.0.1.90
- Malwarebytes Endpoint Protection and Response v1.2.0.632
- Panda Security Panda Adaptive Defense 360 v3.40.00
- Sophos Intercept X Advanced v2.0.10
- Symantec Endpoint Protection and Advanced Threat Protection (ATP) v14.2.1023.0100
- Trend Micro Smart Protection for Endpoints v12.0.5024
- Vendor A
- Vendor B
- Vendor C
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